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 How to deal with the Security issues in SC7  

28th April 2020, 10:00 – 12:00 CET 

 

10:00 – 10:05 Welcome, introduction & moderation 

Mr. Peter Beňo, SC7 National Contact Point in Slovakia (CVTISR) 

 

10:05 – 10:50 Security Scrutiny Procedure, Classified Information in H2020 

Ms. Marina MARTÍNEZ GARCÍA, CDTI, H2020 Programme Officer 

 Security Scrutiny Procedure – why SSP, what kind of projects and 

when are scrutinised, by whom, what are the results of the SSP, 

what are the consequences of the SSP (non-compliance, potential 

declassification); 

 Importance to correctly indicate the EU CI in your proposal – 

understand the rules and requirements; 

 EU CI vs. Confidential, restricted under conditions set out in 

the Model Grant Agreement 

10:50 – 11:05 Questions and answers 

11:05 – 11:45

  

Dealing with the EU CI during the implementation of the 

project 

Mr. Marcos Rodríguez, Spanish NSA, Executive officer international 

programs 

Mr. Javier Lougedo, Director of the classified information in the 

public sector 

 Practical guidance on what IT tools to use, IT measures that 

apply for different EU CI, using USBs and other external disks; 

 How to deal with associated countries in the proposal; 

 How to deal with situations when project partners do not have a 

facility clearance, only individual clearance; 

 Comparing levels of EU CI and classified information within MSs; 

 Practical examples of how to deal with EU CI in real life (e.g. 

losing files/USB/bag containing EU CI, forwarding the EU CI to 

project partners within EU/outside EU, etc.) 

11:45 – 12:00 Questions and answers from the audience 

 


