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 Damage caused
by cyber attack

can amount 

  SMEs suffer cyberattacks, seeing the survival of your
business threatened.
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Source.viafirma

According to google, 60% OF SMEs are forced to close 6 months after
a cyber attack.

  IT budgets are refocused on cybersecurity.

 
Ransomware has become common, more than 50% of
companies have had to pay a ransom to recover their

information.

50%

- €35 000

63%

Source. elcorreo.com

Source.computing

Source. elcorreo.com

https://www.viafirma.com/blog-xnoccio/en/level-cybersecurity-spanish-smes/
https://www.elcorreo.com/contentfactory/post/2022/04/26/los-ciberdelincuentes-se-ceban-con-las-pymes-por-la-falta-de-seguridad-los-expertos-analizan-como-combatirlos/#:~:text=En%20el%20caso%20de%20las,esto%20supone%20para%20las%20empresas.
https://www.computing.es/seguridad/informes/1093992002501/los-presupuestos-en-ciberseguridad-van-al-alza.1.html
https://www.elcorreo.com/contentfactory/post/2022/04/26/los-ciberdelincuentes-se-ceban-con-las-pymes-por-la-falta-de-seguridad-los-expertos-analizan-como-combatirlos/#:~:text=En%20el%20caso%20de%20las,esto%20supone%20para%20las%20empresas.


Low awareness
of cybersecurity risks from
the owner of the company. 
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  Unknowledge 
of the implementation of
cybersecurity solutions to
protect companies.

  Vulnerabilities 
of systems IT  

Source. Accenture

Source. PWC

As a result, companies have
completely  

Based on interviews we have done with
companies we noticed that:

https://www.accenture.com/_acnmedia/PDF-177/Accenture-Elevating-the-Cybersecurity-Discussion.pdf
https://www.pwc.es/es/publicaciones/digital/global-digital-trust-2022.pdf


Automatic Software of cybersecurity for SMEs.



Protection from cyberattacks

Encourage your IT system 

Reduce risks of cyberattacks 
Throught the managament of
vulnerabilities.

With recommendations for
preventive and corrective
actions.
    

Real time monitoring and
sending alerts.S
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We build a cybersecurity fort  



 Login & 4 modules
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Our solution is hosted on our
website, our customers will have
a username and password to
access our page. 
After loging, our customers will
be able to choose one of the 4
modules to manage cyber
vulnerabilities. 



 Compliance 

H
O

W
 IT

 W
O

R
K

S
?

 

For the normative compliance
module, you will answer a series
of questions according to the
normative of LOPDGDD, ISO
27001, NIS 1.0 simple and intuitive
that will allow to know the level of
compliance. 



After that, our software will realize
a pentesting by analyzing the IP of
the company, in order to find the
security weaknesses.
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 Pentesting



Finally, we know that human
mistake is one of the main causes
that facilitate cyber threats, to
identify the level of response and
awareness of employees to such
an event, we will simulate a
phishing attack, with prior
authorization from the company. 
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Simulation of Phishing



While in real time our agents
monitor the system, alerting in case
of possible threats.
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Real time monitoring



PAM
€217.OOO M

€11M
SOM

 SMES in Spain
and LATAM

 Global Market of
companies,
goverment of
cybersecurity.

€57.000 M

TAM
SAM

€6.300 M
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SMEs expenses in
cybersegurity
solutions.

 Leading in Spain and
expanding to
Colombia, Mexico
and Argentina.

SMEs in Spain and
Latam.

Source. Consultancy

The global cybersecurity market is projected to grow from   €217.000
Millions in 2021 to €366.000 Millions in 2028, at CARG of 12 % 

https://www.consultancy.uk/news/28470/smes-to-spend-90-billion-on-cyber-security-in-2025
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5 M - Seed. 
2020. 

Characters

Companies

Normative Compliance 

Level of awareness of 
employees

 Real time monitoring

Last round of investment
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Ciber Defense Lab Hackuity

Vulnerabilites analyze

10 M- SerieB
2020. 

https://cyberdefenselabs.com/
https://cyberdefenselabs.com/
https://www.hackuity.io/


Vulnerability Management 

AlertPrevention Awarness

They are specialist in only
one Normative

Compliance traditional.

They are only specialist
in Awareness.

We work with both at the same time in an
automatic process.

Corrective actions
against cyber threats

Corrective actions
against cyber threats

in real time and
passive stage.

Competitors

Cybercrin
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Increase of cyberattacks
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The ecosystem is growing , specially where we
want to start in Malaga as an strategic place.

In Spain Market, there is an incentive for SMEs to
implementations of cybersegurity solutions 

   125 % 

Cyber threats increased  in 125% related with the las
year 2021 considerably and  they  have  focused on
attack small and medium-sized companies that were
and still mostly  are, the most unprotected ones, that
is why our solution is perfectly adapted to the current
moment taking into account the business climate,
budget and the advance of technology. 



" De idea a
producto" 
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" Spin off "
 

Intention letters
from early adopters.

Startups supported
by the UMA

SME digitization
solutions catalog 

T
R

A
C

T
IO

N
 &

 M
IL

E
S

T
O

N
E

 



INFO@CYBERCRIN.COM+663554048 CYBERCRIN

Building
secure

ecosystems
Supported by:


